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KEEP A CLEAN MACHINE
· KEEP SECURITY SOFTWARE CURRENT:  Having the latest security software, web browser and operating system is the best defense against viruses, malware and other online threats.
· AUTOMATE SOFTWARE UPDATES:  Many software programs will automatically connect and update to defend against known risks.  Turn on automatic updates if that’s an available option.
· PROTECT ALL DEVICES THAT CONNECT TO THE INTERNET:  Along with computers, smartphones, gaming systems and other web-enabled devices also need protection from viruses and malware.
· PLUG & SCAN:  USBs and other external devices can be infected by viruses and malware.  Use your security software to scan them.
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KEEP A CLEAN MACHINE
Keep al software on internet-connected devices - including PCs, smartphones
‘and tablots - up to date to reduce risk of infection from malware.





